Lista de Restrições

|  |  |
| --- | --- |
| Restrição | Razão (lógica) |
| O acesso ao sistema será restrito aos funcionários autorizados da empresa, com diferentes níveis de permissões de acordo com suas funções. | Garantir a segurança dos dados e controlar o acesso às informações confidenciais, como dados dos clientes e registros financeiros. |
| O sistema deve ter backups regulares e políticas de recuperação de dados | Garantir a disponibilidade e a integridade dos dados, mesmo em casos de falhas de sistema ou eventos imprevistos. |
| O sistema deve ser compatível com os principais navegadores da web. | Garantir que os clientes possam acessar o portal online e agendar ensaios de qualquer dispositivo ou navegador. |
| O sistema não deve armazenar informações de pagamento sensíveis, como números de cartão de crédito. Em vez disso, deve integrar-se a serviços de processamento de pagamento confiáveis e seguros. | Reduzir o risco de violações de segurança de dados e proteger informações financeiras sensíveis dos clientes. |
| Os contratos e faturas gerados pelo sistema seguirão as regulamentações fiscais locais | Evitar problemas legais e garantir a conformidade fiscal em todas as transações financeiras da empresa. |
| A capacidade do sistema deve ser dimensionada. | Garantir que o sistema possa lidar com o aumento de clientes, fotógrafos e agendamentos à medida que a empresa cresce. |
| O sistema será desenvolvido apenas para uso interno da empresa. | Para garantir a segurança dos dados dos clientes e dos fotógrafos, bem como manter o controle sobre o processo de agendamento e alocação de fotógrafos. |
| O sistema deve cumprir as leis de proteção de dados e privacidade, garantindo que os dados dos clientes sejam tratados com cuidado e conformidade com regulamentações relevantes, como o GDPR. | Manter a confiança dos clientes, respeitando sua privacidade e cumprindo as leis de proteção de dados aplicáveis. |
| Todas as transações financeiras e informações de pagamento devem ser protegidas com criptografia forte para evitar o acesso não autorizado. | Reforçar a segurança dos dados financeiros e impedir que terceiros acessem informações confidenciais. |